CCSD Wireless Directions: Chromebook

The following are directions for connecting your PERSONAL Chromebook device to the CCSD Secured
Wireless Network. You must complete all three sections and follow all steps for the Internet to work properly:
Connect to Wireless, OnBoarding Verification, and Certificate Download.

Connect to Wireless

‘?h Matrix

1. Go to your WiFi settings and select the CCSDWireless network.

‘?h CCSDGuests

?h CCSDWireless

2. You will need to enter the Password provided by your [—— P x
local school's Library Media Specialist, Lab Manager, SSD: _CCSDWireless
School Administrator, or TTIS. Click Connect. P

3. Open a web browser and navigate to
login.cobbk12.org.

OnBoarding Verification

4. Sign in to CCSDWireless using your badge ID (for staff)
or lunch number (for students) and Network

Password.
Note: Network password is the same password used to access
any school computer. Remember to check the Acceptable Use

Policy after reading the terms.
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http://www.login.cobbk12.org/
http://www.cobbk12.org/

Certificate Download

CCSD Wireless Network

5. You will be redirected to the SSL Certificate Page. Click the —
gold key to install the SSL Certificate. c il
Note: If you are not redirected to the SSL page, open the web
browser and go to cert.cobbk12.org.
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Don't leave this site without first installing the CCSD-issued SSL
Certificate!

Cobb County School District

6. Open a new tab in the browser and

. / €& Seftings - Certificate ms X \< [ ccsDSSL Certificate % \\_:
enter chrome://settings.

@® chrome:/settings

7. Scroll down to Privacy and Security. Click on —

.
Secu rlt ¥ Clear browsing data ,
Y' Clear history, coakies, cache, and more
& Cookies and other site data N
Cookies are allowed

Security

Safe Browsing (protection from dangerous sites) and other security seftings

_,  Site Settings
Controls what information sites can use and show (location, camera, pop-ups, and more)

Appearance

8. Scroll down until you see the Advanced
section.

Advanced
Manage security keys

Resel security keys and create PINS /
anage certificates

lanage HTTPS/S5L certificates and settings

9. Click Manage certificates. Googe Advanced Protcton g

Safeguards the personal Google Accounts of anyone at risk of targeted attacks
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Others

10. Select the Authorities tab.

‘You have certificates on file that identify these certijl} authorities

11. Click Import. - .

org-AC Camerfinma Si CIF AB2743287 v
orgACCY v
org-Actalis S p A /03358520967 v
org-AddTrust AB v
org-AffmTrust v

‘org-Agencia Catalana de Certificacio (NIF Q-0801176-1) v

org-Amazon

12. Go to the Downloads h s b
© Recont Myfiles > Downloads Q | oAz H
folder. R
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13. Select the file named 0 roreternctll - 3 e
®
a,

cesdfg sha2.crt. ) -

()  Onstarhp
v dd  Google Drive
Advanced

14. Click Open.

About Chrome

Basebd-ancoded ASCI, .~

Certificate authority
1 5. CheCk a ” th ree bOXES U nder the Tru St Settl ngS. The certificate "CCSD FortiGate Root Autherity” represents a Certification Autherity

Trust seftings

1 6 C | |C k o K Trust this certificate for identifying websites

Trust this certificate for identifying email users

Trust this certificate for identifying software makers ‘

cancel n

17. Navigate to a secure HTTPS site like www.yahoo.com, www.google.com or www.bing.com and
verify the page displays properly.
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http://www.yahoo.com/
http://www.yahoo.com/
http://www.google.com/
http://www.google.com/
http://www.google.com/
http://www.bing.com/

